
EXECUTIVE SUMMARY 
CSP Abu Dhabi Terminal’s (CSP ADT) Corporate Security Policy emphasis to meet the enterprise business 
objectives and ensure continuity of its operations and shall adopt and follow well-defined and time-tested plans and 
procedures to ensure the physical security of all physical assets, information assets and human assets. 
The Corporate Security Policy ensure a balanced security program which include a solid physical security 
foundation which protects and preserves information, physical assets, and human assets.

PURPOSE & APPROACH
CSP Abu Dhabi Terminal, committed to provide a secure workplace to safeguard our business activities are 
conducted in a reliable manner that complies with Company Policies, local and International Law and with relevant 
national and international security legislations and standards specifically International Code for the Security of Ships 
and Port Facilities (ISPS Code) and ISO 28000:2007.
This policy guided by the company’s core value, policies, code of conduct, business ethics and supply chain 
security standards, and it constructed the way we conduct business. A strong force consisting of professionals 
committed to best practice and a system of continuous improvement provides round the clock security.

POLICY STATEMENT
CSP Abu Dhabi Terminal aim for excellence in the protection of the integrity and confidentiality of all tangible and 
intangible assets belonging to CSP ADT.  
We achieve this by:
• Promote a culture and awareness of security 
• Conducting dedicated programs for our employees to establish and maintain the highest levels of logical and 

physical security at all the time
• Staying ahead of threats by continuously assessing risks and vulnerabilities
• Implementing and complying with an advanced security system which complies the internal standards and 

policies that supports the regulatory requirements
• Routine monitoring, auditing, testing, and enhancing the security system

The security processes at CSP ADT are subject to continuous improvement and every employee and every site are 
encouraged to contribute to achieving our objectives of: 
• Ensuring that the security infrastructures of the company and customers are never compromised 
• Communicate and comply the content of our Security Policy to visitors, contractors, and third-party 

organizations, who has business interest with CSP ADT
• Continuously evaluating and reducing the levels of any security risks
• Actively contributing to the development of an improved Security Management System.
• Identifying and communicating of any Security violation against CSP ADT Security Objective and Goals
• Zero tolerance of all circumstances and behavior that contribute to breaches of security.

This policy applies and abided by all the users of CSP ADT, including direct and indirect employees, temporary 
users, visitors with temporary access, partners with limited or unlimited access to the facilities and services. 
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